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COMPANY OPERATIONS

Tego Cyber Inc. was created to capitalize on the emerging 

cyber threat intelligence market. The Company has 

developed a cyber threat intelligence application that 

integrates with top end security platforms to gather, 

analyze, then proactively identify threats to an enterprise 

network. The Tego Guardian threat intelligence application 

takes in vetted and curated threat data and after utilizing a 

proprietary process, the platform compiles, analyzes, and 

then delivers that data to an enterprise network in a format 

that is timely, informative, and relevant. The threat data 

provides additional context including specific details 

needed to identify and counteract threats so that security 

teams can spend less time searching for disparate 

information. The first version of the application will 

integrate with the widely accepted Splunk SIEM to provide 

real-time threat intelligence to macro enterprises using the 

Splunk architecture. The Company plans on developing 

future versions of the Tego Guardian application for 

integration with other established SIEM systems and 

platforms including: Elastic, IBM QRadar, AT&T 

Cybersecurity, Exabeam, and Google Chronical. For more 

information, please visit www.tegocyber.com

INVESTOR HIGHLIGHTS

▪ Increased cyber threats from overseas. The

Russian-Ukraine crisis has increased risk of

potential cyber attacks within the US and

Eurozone. This puts cyber security stocks as one

of the more attractive investment targets in 2022.

▪ US infrastructure increases cyber defenses.

Homeland Security has recommended critical

industries, such as energy, financial, healthcare,

and utilities increase their cyber security

awareness, and monitoring software. This is

where TGCB could benefit.

▪ Cyber spending to remain strong through

2023. While markets and future spending

pullback from on a higher interest rate

environment we feel the outlook for cyber

security spending to not only remain intact, but

increase into 2023

▪ Strong management team, and tightly held

float. The company has a professional team

behind the project with no toxic or convertible

debt causing open market dilution.

KEY COMPANY DATA

Current Stock Price $0.60

Target Price $2.50+

% Upside 310%

Market Cap $13 million

Business Cybersecurity

Shares Outstanding 25.1 million

Float 15.3 million

Stock Exchange OTCQB

SEC Reporting Yes

STOCK PERFORMANCE

1 Month -18.4%

3 Months -24.2%

6 Months -32.9%

12 Months -41.1%

COMPANY INFO

CEO: Shannon Wilkinson

Tego Cyber, Inc.
8565 South Eastern Ave, Suite 150 
Las Vegas, NV 89123

Telephone: (855) 939-0100
Email: info@tegocyber.com

Website: www.tegocyber.com

Twitter: @tegocyber

LinkedIn: 

linkedin.com/company/tegocyber/

http://www.tegocyber.com/
mailto:info@tegocyber.com
http://www.tegocyber.com/
http://www.linkedin.com/company/tegocyber/
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THREAT DETECTION PLATFORM

The Tego Threat Intelligence Platform takes in vetted and curated threat data and after utilizing a proprietary 

process, the platform compiles, analyzes, and then enriches the data to turn it into threat intelligence with 

information that is timely, informative, and relevant. The Tego threat intelligence provides additional context 

including specific details needed to identify and counteract threats so that security teams can spend less time 

searching for disparate information. https://tegocyber.com/ttip/

Tego Threat Intelligence Platform

CYBER THREAT INTELLIGENCE

The Tego Cyber Threat Intelligence Platform provides context on threats in the customer’s environment 

through its integrated, aggregated real-time threat feed. In today’s world, real-time updates in addition to 

context are crucial as threat vectors are changing constantly.

Tego’s first integration of its Threat Intelligence Platform is into the SPLUNK SIEM (System Information Event 

Monitoring) platform. The Tego Guardian App allows a Security Operations Team to continue working within 

the tools they use on a daily basis, with visibility into threats and related, relevant context at their fingertips to 

enable faster speed to decision.

Threat intelligence is actionable which means it is timely, relevant, provides context (the who, what, when, 

where, how), and understood by those that are tasked with making critical cybersecurity decisions.

The Tego Threat Intelligence Platform and the Tego Guardian App allows cybersecurity operations teams to 

have speed to decision.

https://tegocyber.com/ttip/
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Cyber Authorities Issue Joint Cybersecurity Advisory (CSA) Alert 

Due to Russian-Ukraine Crisis
Cybersecurity and Infrastructure Security Agency (CISA)

Release date: May 11, 2022

The cybersecurity authorities of the United Kingdom (NCSC-UK), Australia (ACSC), Canada (CCCS), 

New Zealand (NCSC-NZ), and the United States (CISA), (NSA), (FBI) are aware of recent reports that 

observe an increase in malicious cyber activity targeting managed service providers (MSPs) and 

expect this trend to continue. This joint Cybersecurity Advisory (CSA) provides actions MSPs and their 

customers can take to reduce their risk of falling victim to a cyber intrusion. (read full advisory alert)

Threat Actors Targeting MSP Access to Customer Networks

Whether the customer's network environment is on premises or externally hosted, threat actors can 

use a vulnerable MSP as an initial access vector to multiple victim networks, with globally cascading 

effects. The UK, Australian, Canadian, New Zealand, and U.S. cybersecurity authorities expect 

malicious cyber actors—including state-sponsored advanced persistent threat (APT) groups—to step 

up their targeting of MSPs in their efforts to exploit provider-customer network trust relationships. For 

example, threat actors successfully compromising an MSP could enable follow-on activity—such as 

ransomware and cyber espionage—against the MSP as well as across the MSP's customer base.

RECOMMENDATIONS

MSPs and their Customers

The UK, Australian, Canadian, New Zealand, and U.S. cybersecurity authorities recommend MSPs 

and their customers implement the baseline security measures and operational controls listed in this 

section. Additionally, customers should ensure their contractual arrangements specify that their MSP 

implements these measures and controls.

Develop and exercise incident response and recovery plans

Incident response and recovery plans should include roles and responsibilities for all organizational 

stakeholders, including executives, technical leads, and procurement officers. Organizations should 

maintain up-to-date hard copies of plans to ensure responders can access them should the network be 

inaccessible (e.g., due to a ransomware attack).

Enable/improve monitoring and logging processes

UK, Australian, Canadian, New Zealand, and U.S. cybersecurity authorities recommend all 

organizations store their most important logs for at least six months. Whether through a comprehensive 

security information and event management (SIEM) solution or discrete logging tools, implement and 

maintain a segregated logging regime to detect threats to networks. 

Additionally, all organizations—whether through contractual arrangements with an MSP or on their 

own—should implement endpoint detection and network defense monitoring capabilities in 

addition to using application allowlisting/denylisting.

https://www.cisa.gov/uscert/ncas/alerts/aa22-131a
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MANAGEMENT TEAM

SHANNON WILKINSON, CEO & President

Shannon is a graduate from the University of Nevada, Las Vegas with a Bachelor's degree in 

Management Information Systems. She earned her Master's degree in Information Systems 

Management from the University of Phoenix. The first 12 years of her career were spent overseas, 

working for the United Nations Department of Peacekeeping Operations building mission critical 

software platforms. In the fall of 2019, Shannon co-founded Tego Cyber Inc. with a mission to develop 

an innovative threat intelligence application designed to help macro enterprises effectively respond to 

the ever-changing cyber threat landscape. Shannon was selected as the 2018 Las Vegas Women in 

Technology - Cybersecurity, 2017 Las Vegas Women in Technology Entrepreneur as well as appeared 

in the MyVEGAS Magazine Top 100 Women of Las Vegas in 2017 and 2018. She has co-authored an 

Amazon Best Seller, and is featured on several news sources as a cybersecurity expert.

CHRIS WHITE, CISO

Chris has over thirty years’ experience in cybersecurity, telecommunications, and automation. His 

career began in 1989 with the USAF SIGINT (Signals Intelligence) forces, serving for 10 years. Over 

the next 15 years, he supported the U.S. Armed Forces at defense contractor General Dynamics AIS, 

specializing in cybersecurity. He then worked 4 years building EY's MSSP offering, acting as CTO, and 

responsible for providing security services to 500,000 endpoints. Most recently, he was the Deputy 

CISO /Director of Global Security Operations for Interpublic Group of Companies (NYSE: IPG). Over 

his career, Chris has created, delivered, trained, or operated cyber services inside of the U.S. DoD, 

Manufacturing, Financial Services, Healthcare, Media/Entertainment and Hospitality verticals. He holds 

a Master’s degree in Systems Engineering, and a Bachelor of Science degree in Network Engineering 

from Regis University.

DR. EARL JOHNSON, CFO

Dr. Johnson, has over 35 years of experience in international finance, corporate investigations, and law 

enforcement. He currently is the CEO & President of International Consultants & Investigations, a 

private security and investigation consultancy firm. His field of expertise includes international fraud 

investigations, corporate intelligence, and due diligence, cryptocurrency tracking, and cybersecurity 

consulting. He has experience operating in the Far East, Middle East, Europe, and South America. Dr. 

Johnson holds a Ph.D. in International Finance from the California University for Advanced Studies.
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SUMMARY

Tego Cyber (TGCB) is a relatively new trading cybersecurity issue that has shown a very stable trading 

pattern due to its tightly held float, and little to no ‘toxic debt’ dilution.

The Russian-Ukraine crisis has raised the risk for cyber attacks through out 2022 and should continue to 

make cyber security spending a high priority with large enterprises to even small-medium size 

businesses.

For this reason, we foresee the cyber security stock sector remaining strong regardless of over all 

market and economic conditions. 

If we were to see any large scale, or dramatic security attacks on critical US infrastructure, stocks like 

TGCB could see strong upside potential.

Thus, for these reasons, Ludlow Research has issued a ‘speculative’ near-term target of Tego Cyber 

(TGCB) or $2.50 per share as company integrates more SIEM systems into its platform.



Disclosures and Disclaimer:

THE MATERIAL HEREIN DOES NOT CONSTITUTE AN OFFER OR SOLICITATION IN ANY JURISDICTION

WHERE OR TO ANY PERSON TO WHOM IT WOULD BE UNAUTHORIZED OR UNLAWFUL TO DO SO.

The material herein is provided for informational purposes only and should not be construed as investment advice or

an offer or solicitation to buy or sell securities.

This reports contains certain statements that may be deemed “forward-looking” statements. Forward looking

statements are statements that are not historical facts and are generally, but not always, identified by the words

“expects”, “plans”, “anticipates”, “believes”, “intends”, “estimates”, “projects”, “potential” and similar expressions, or

that events or conditions “will”, “would”, “may”, “could” or “should” occur. Although the Company believes the

expectations expressed in such forward-looking statements are based on reasonable assumptions, such statements

are not guarantees of future performance and actual results may differ materially from those in forward looking

statements. Forward looking statements are based on the beliefs, estimates and opinions of the Company’s

management on the date the statements are made. Except as required by law, the Company undertakes no

obligation to update these forward-looking statements in the event that management’s beliefs, estimates or opinions,

or other factors, should change.

Ludlow Research (“Ludlow”), and its parent company Ludlow Consulting, LLC, are not registered broker-dealers or

investment advisers with the U.S. Securities and Exchange Commission, the Financial Industry Regulatory Authority

(“FINRA”), or any state securities regulatory authority.

Content contained herein includes facts, views, opinions and recommendations of individuals and organizations

deemed of interest. Ludlow does not guarantee the accuracy, completeness or timeliness of, or otherwise endorse

these views, opinions or recommendations, or give investment advice. Ludlow, its affiliates, or directors, may or may

not hold a position in the above security from time to time, and investors are encouraged to consider this as a

possible conflict of interest when reviewing this information. In Compliance with SEC Rule 17B Ludlow holds

business relationships through affiliate company, and thus should be considered a conflict of interest when reviewing

this information. Investments is speculative ‘penny stocks’, as defined by the SEC, may involve a high degree of risk.

INVESTORS ARE HIGHLY ENCOURAGED TO CONSULT WITH A FINANCIAL ADVISOR BEFORE MAKING ANY

AND ALL INVESTMENT DECISIONS.

AI Venturetech, Inc.
Thomas Bustamante
Strategic Advisor

Email: info@aiventuretech.com 
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