SAFE-T GROUP LTD.
(THE “COMPANY”)

ADDITIONAL SALES OF THE COMPANY’S SDA PRODUCT INTEGRATED WITH THE SECUREAUTH IDENTITY VERIFICATION PRODUCT

HERZLIYA, Israel - November 21, 2017: Safe-T Group Ltd. (TASE: SAFE, OTCQB: SFTTY)

Further to the Company’s announcements of July 20, 2016¹ regarding the OEM agreement entered into between Safe-T USA Inc.² ("Safe-T USA") and SecureAuth Corporation ("SecureAuth"), the announcement dated October 6, 2016³ with respect to the completion of the development of the first version of the Company’s SDA product integrated into the SecureAuth identity verification product (the “Combined Product”) and the announcement dated August 10, 2017 with respect to the integration of the Combined Product by four America customers, the Company is pleased to announce that SecureAuth has informed the Company of a first substantial installation of the Combined Product by an American law firm (the “Customer”).

The Company was further informed by SecureAuth, that the Customer purchased the Combined Product under a three-year subscription model, in line with its strategy of introduction of the Combined Product into the US market. Safe-T USA’s share of this order amount to over US$40,000.

The Company considers the growth in sales of the Combined Product by SecureAuth as a further step towards achieving the Company’s key objective to penetrate the US market.

About Safe-T
Safe-T® Data (www.safe-t.com), a wholly owned subsidiary of Safe-T Group Ltd. (TASE: SAFE, OTCQB: SFTTY), is a provider of software-defined access solutions which mitigate attacks on enterprises’ business-critical services and sensitive data. Safe-T solves the data access challenge by masking data at the perimeter, keeping information assets safe and limiting access only to authorized and intended entities in hybrid cloud environments. Safe-T enhances operational productivity, efficiency, security, and compliance by protecting organizations from data exfiltration, leakage, malware, ransomware, and fraud. With Safe-T’s patented, multi-layer software-defined access, financial services, healthcare, utility companies and governments can secure their data, services, and networks from internal and external data threats.

Forward-looking Statement
This press release contains forward-looking statements with respect to future estimates, developments and events, the occurrence of which is uncertain. Words such as "considers", "expects", "anticipates", "intends", "plans", "believes", "seeks", "estimates" and similar expressions or variations of such words are intended to identify forward-looking statements. For example, the Company's assessments with respect to a growth in sales of the Combined Product, the potential of additional collaborations in the United States and the enhancement of marketing efforts by SecureAuth are based on the Company's assessments, which constitute "forward-looking information" regarding future developments and events, the occurrence of which, if any, is uncertain and not under the Company's control. These estimates may not materialize, in whole or in part, or may materialize differently than estimated, due to various factors, including SecureAuth's decisions, market developments, and changes in demand for information security products in general and the products of Safe-T as well as factors that are not within the Company's control.

¹ TASE Ref. No. 2016-01-086314
² A wholly owned subsidiary of Safe-T Data A.R. Ltd. ("Safe-T Data"). Safe-T Data is a wholly own subsidiary of the Company.
³ TASE Ref. No. 2016-01-059757