
FEATURES

HOW IT WORKS
> Protection- Accept any incoming document, watermark

and return the watermarked

> Document as an encrypted image-based PDF
document

> The authentication process can ascertain whether a
document is protected and has not been tampered
with by comparing to the protected copy

> Protects and Authenticates documents.

> Watermarking creates a “protected copy”, which
becomes the true master document. This master
document is carried within the file so there is no need
to use external sources for verification.

> The authentication process can ascertain whether a
document is protected and has not been tampered
with by comparing to the protected copy.

> Oculus DPS Technology is used to convert important office documents into
specially structured image based PDF documents.

> Secure in-flight encryption using Tier 4 AWS security and servers.

> Watermarking creates a “protected copy”, which becomes the true master
document

> QR Time stamp on the protected document as well as a customized logo.

What Is Anti-Tamper Protection ?
(Do you know if someone has altered your document?) 
The Oculus Cloud-DPS technology is based on protecting documents with an advanced, forensic-
grade, invisible watermarking algorithm and then comparing the orginal protected document with a 
returned document. 
Moreover, if the document is tampered in any way, the system flags the document and points out 
the location within the document where tampering has occurred when using the authentication 
function provided by the application.
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